
  

 

 

 

 

IN THE CIRCUIT COURT OF PULASKI COUNTY, ARKANSAS 

 CIVIL DIVISION  

 

 

STATE OF ARKANSAS, ex rel. 

LESLIE RUTLEDGE, ATTORNEY GENERAL PLAINTIFF 

 

 

 v.  CASE NO. _____________ 

 

 

JEAN BUTLER DEFENDANT 

 

 

 

 

 COMPLAINT 

 

 

 The State of Arkansas, ex rel. Leslie Rutledge, Attorney General (“the State”), 

for its Complaint against Jean Butler (“Butler”) states: 

I. INTRODUCTION 

1. This is a consumer protection action brought to redress and restrain 

violations of the Arkansas Deceptive Trade Practices Act, Ark. Code Ann. §§ 4-88-101 

through 115 (“ADTPA”). 

2. Since at least as early as 2017, Jean Butler, a resident of Hot Springs, 

Arkansas, has knowingly facilitated a prize-promotion scheme targeting vulnerable 

or elderly consumers in the United States and Canada. As part of that scheme, Butler 

induced consumers to send money to her to enable them to collect a large cash prize 
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and car they purportedly had won from Mega Millions.1 She then received the 

illegally and fraudulently acquired funds for the purpose of transmitting the funds, 

or providing access to the funds, to the operators of the scheme. 

3. The State seeks an injunction against Butler, as well as an order 

imposing civil penalties, restitution for affected consumers, and other relief. 

II. PARTIES 

4. Plaintiff is the State of Arkansas, ex rel. Leslie Rutledge, Attorney 

General.  Attorney General Rutledge is the chief legal officer of the State.  Pursuant 

to Ark. Code Ann. §§ 4-88-104 and 4-88-113, the State may seek civil enforcement of 

the ADTPA. 

5. Defendant Jean Butler is a resident of Hot Springs, Arkansas.  Butler  

personally formulated, directed, controlled, supervised, managed, participated in, 

had knowledge of, and acquiesced in the business practices described below to the 

extent that Butler is personally, jointly, and severally liable for the unconscionable, 

deceptive, and otherwise unlawful acts and practices described below. Butler is a 

“controlling person” within the meaning of Ark. Code Ann. § 4-88-113(d). 

III. JURISDICTION 

6. This Court has jurisdiction over this matter pursuant to Ark. Code Ann. 

§ 4-88-104, Ark. Code Ann. §16-4-101, and the common law of the State of Arkansas. 

                                                            
1 Scammers falsely identify themselves as being affiliated with Mega Millions. The State confirmed 

that no representative of the actual Mega Millions lottery game would ever call or email anyone 

about winning a prize. See the affidavit of Shamikah Johnson, Investigator, Office of the Arkansas 

Attorney General, which is attached as Exhibit A.   
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At all times relevant to this lawsuit, the Defendant systematically and continually 

did business and availed herself of the privileges of conducting activities within the 

State of Arkansas. Such activities are sufficient to subject the Defendant to the 

personal jurisdiction of the court. 

7. Venue is proper pursuant to Ark. Code Ann. §§ 4-88-104, 4-88-112, and 

the common law of the State of Arkansas.  

IV. DEFINITIONS 

8. Unless otherwise indicated, the terms used herein shall carry those 

definitions provided by the ADTPA. 

9. “Scheme” means a plan, program, promotion, or campaign that is 

conducted to mislead a prospective victim or victims to believe that they have won, 

or may or will win or receive, a sweepstakes, contest, lottery, prize, inheritance, 

money, property, or other thing of value, contingent on the victim providing, or 

providing a means of accessing or obtaining, any fee. 

10. “Funds” mean any currency, check, money order, stored value card, 

stored value card numbers, bank wire transmission, or other monetary value.  

11. “Money Mule” means a person who facilitates a Scheme by receiving 

illegally acquired Funds from a victim for the purpose of transmitting the Funds, or 

providing access to the Funds, to the operator of the Scheme. 

V. FACTUAL ALLEGATIONS 

12. Defendant Jean Butler is 73 years old and is retired from the U.S. Navy. 

In 2007, Butler organized Garland Community Impact Group, Inc., a nonprofit 
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corporation, in Nevada.2 In 2008, she opened Paw Spa, LLC, a pet grooming business, 

and began writing poetry about her canine clients. Butler’s book Ticker Tape Poetry 

and Other Things was published by Book Venture Publishing on December 7, 2018. 

Butler filed for Chapter 13 bankruptcy on June 13, 2011, in the U.S. Bankruptcy 

Court, Western District of Arkansas.    

13. Since at least as early as 2017, Butler has assisted and facilitated a 

fraud scheme by accepting victim payments and providing participants of the scheme 

with access to those payments. Many of the victims of the fraud scheme are elderly 

consumers.     

14. A person who engages is such conduct is commonly referred to as a 

“Money Mule.”3  Operators of such fraud schemes, who are typically located in a 

foreign country, engage in a multitude of such schemes, including sweepstakes or 

lottery scams, utilizing unsolicited telephone calls that prey on victims within the 

United States. Callers associated with the fraud scheme will contact victims, who 

often are senior citizens, and falsely claim that the victims have won a large sum of 

money from a sweepstakes or lottery. Typically, the callers then tell the victim that 

he or she needs to wire or otherwise transmit money to pay for fees and/or taxes 

allegedly associated with winning the prize. These claims are false and fraudulent, 

                                                            
2 The Nevada Secretary of State’s Office lists the status of the corporation as “permanently revoked.”  

3 U.S. Department of Justice, Federal Bureau of Investigation, Money Mule Awareness, July 2019, 

https://www.fbi.gov/file-repository/money-mule-awareness-booklet.pdf (last accessed January 23, 

2020). 
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as the members of the scheme know the victim has not won the lottery and that there 

is no need for the victim to wire fees and/or taxes associated with winning the lottery. 

15. On July 9, 2019, Sandra Millhouse, a consumer residing in Missoula, 

Montana, first reported a “fraud scheme” involving Butler to the Missoula County 

Sheriff’s Office. Ms. Millhouse reported that she had been contacted by “Thomas 

Williams” at the end of February 2019 and told that she had won a sweepstakes prize 

of several million dollars, as well as a new Mercedes automobile. Mr. Williams 

provided Ms. Millhouse with a bank account number for an account at a “New York 

bank.” Ms. Millhouse called the “bank” and was told that her “prize” was currently in 

an escrow account and that she would be required to pay taxes and other fees to claim 

it. She was told that the fees would be paid for her – all she had to do was accept 

deposit of certain funds into her account then forward them to pay these “fees.”   

16. The Missoula County Sheriff’s Office ascertained that Ms. Millhouse 

had provided her personal account information for three (3) credit cards to “Mr. 

Williams” or his designee, who had instructed Ms. Millhouse to go to her bank, obtain 

a cash advance on her credit cards, and use the money to purchase cashier’s checks 

made payable to “Jean Butler.” Ms. Millhouse was further instructed to send the 

cashier’s checks to Butler at an address in Hot Springs, Arkansas. 

17. Between April 1 and May 17, 2019, Ms. Millhouse sent approximately 

$23,500.00 to Butler in the form of eleven (11) separate checks drawn on First 
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Security Bank and Missoula Federal Credit Union. Ms. Millhouse spent $255.98 in 

postage to express mail the funds.4 5      

18. In August 2019, the State became aware of two (2) other consumers in 

Nebraska and Kansas who had similarly mailed Butler thousands of dollars for the 

purposes of having “fees” waived on their “prize winnings.”   

19. The State opened an investigation on August 29, 2019, and subsequently 

obtained account records and statements for the known checking accounts in which 

Butler6 was depositing the consumers’ funds: 

a. TD Bank, Checking Account Number ***-***4722 (“TD account”); 

b. Citibank, Checking Account Number *****1036 (“Citibank account”); 

c. HSBC, Checking Account Number *****4413 (“HSBC account”); 

d. Radius Bank, Checking Account Number ******0717 (“Radius 

account”); and 

e. Navy Federal Credit Union, Checking Account Number ******6692 

(“NFCU account”). 

                                                            
4 Copies of the cashier’s checks and USPS receipts are attached as Exhibit B.  

5 The Statement of Detective Glenville Kedie, Missoula County Sheriff’s Department, is attached as 

Exhibit C. 

6 At all times relevant to this Complaint, Butler banked at Navy Federal Credit Union but did not 

comingle consumers’ funds in her personal checking account, Account Number ******5164.  



Page 7 of 19 

 

20. Butler opened the TD account on March 28, 2018, with funds transferred 

from SunTrust Bank.7 She was the only owner or authorized signor on the account. 

The statements were mailed to Butler’s address in Hot Springs, Arkansas.  

21. From May 22, 2018, to August 2, 2019, Butler received $47,212.52 from 

incoming wire transfers from approximately twenty-eight (28) consumers, which was 

deposited into the TD account.8  

22. Other consumers, such as the three (3) named here, sent checks to 

Butler and lost thousands of dollars in this prize-promotion scheme: 

a.  Carol Garro from Nebraska mailed Butler thirteen (13) checks totaling 

$123,750.00, from June 6, 2018, to June 25, 2019, which Butler 

deposited into the TD account.  

b. Ingeborg Frese of Texas mailed Butler five (5) checks totaling 

$49,400.00 between June 27, 2018, and January 2, 2019.  

c. A New Mexico consumer Linda Davis mailed Butler a $19,000.00 check, 

which was deposited into the TD account on August 5, 2019.    

23. Butler opened the Citibank account on November 24, 2018. She was the 

only owner and authorized signor for the account. The statements were mailed to 

Butler’s address in Hot Springs, Arkansas and sent by electronic mail to Butler’s 

email address.   

                                                            
7 Sun Trust Bank closed the account in December 2018 due to suspected fraud. 

8 A copy of the Query Results Report from the Payment Archive and Research Center at TD Bank is 

attached as Exhibit D.  
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24. Butler told Citibank there would be “large deposits into [her] account 

from individuals from payments on book royalties and other things and that the 

Internal Revenue Service (“IRS”), or its accountant, would be taking money out.”9  

25. In December 2018, Butler caused $17,000.00 to be deposited into the 

Citibank account. The checks were from consumers across North America. Of those 

funds, $2,311.54 was withdrawn from an automated teller machine (“ATM”) in 

Jamaica and $2,000.00 was wired to third parties.  

26. In January 2019, Butler caused $38,968.92 to be deposited into the 

Citibank account. The checks were from consumers across North America. Of those 

funds, $25,696.90 was withdrawn from an ATM in Jamaica and $299.03 was spent in 

Jamaica using a debit card. 

27.  In February 2019, Butler caused $42,500.00 to be deposited into the 

Citibank account. The checks were from consumers across North America. During 

the month, $61,703.95 was withdrawn from an ATM in Jamaica and $451.64 was 

spent in Jamaica using a debit card. 

28.   In March 2019, Butler caused $33,891.54 to be deposited into the 

Citibank account. The checks were from consumers across North America. During 

the month, $33,935.21 was withdrawn from an ATM in Jamaica, $552.00 was spent 

in Arkansas using a debit card, and $394.37 was spent in Jamaica using a debit card. 

                                                            
9 See the affidavit of Shamikah Johnson, Investigator, Office of the Arkansas Attorney General, 

which is attached as Exhibit A. 
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29. In March 2019, Butler caused $110.00 to be sent from the Citibank 

account to the Radius account via ACH Electronic Debit for the purposes of opening 

a new account. Butler told Radius Bank that she travels often to Jamaica, Texas, and 

New York and asked that the bank put notes on her account because she travels there 

often promoting her book.10   

30. In April 2019, Butler caused $22,058.00 to be deposited into the 

Citibank account. The checks were from consumers across North America. Of those 

funds, $12,938.09 was withdrawn from an ATM in Jamaica. 

31. On April 10, 2019, after Butler deposited a $4,000.00 check on April 3, 

Radius Bank discovered information from its Risk Department that led it to decide 

to exit its relationship with Butler. Butler’s Radius account was closed on April 11, 

2019, and $4,004.37 was remitted to Butler by the bank.  

32. In May 2019, Butler caused $27,419.77 to be deposited into the Citibank 

account. The checks were from consumers across North America. Of those funds, 

$25,466.33 was withdrawn at an ATM in Jamaica. 

33. On May 3, 2019, Butler opened the NFCU account. She was the only 

account owner and authorized signor. The statements were mailed to Butler’s address 

and Butler had access to the account from the internet. 

                                                            
10 See the documented “Private Note” created for the Radius account by Radius employee Michael 

Cavolowsky on March 8, 2019, at 12:06 p.m., which is attached as Exhibit E.  
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34. In June 2019, Butler caused $22,200.00 to be deposited into the Citibank 

account. The checks were from consumers across North America. Of those funds, 

$3,581.59 was withdrawn from an ATM in Jamaica.  

35. Butler first deposited funds into the NFCU account on June 24, 2019. 

The “eDeposit” totaled $800.91.  

36. In July 2019, Butler caused $25,480.75 to be deposited into the Citibank 

account. The checks were from consumers across North America. Also that month, 

$41,481.09 was withdrawn from an ATM in Jamaica. 

37. According to U.S. Immigration and Customs Enforcement, Butler has 

not been to Jamaica and does not even possess a U.S. Passport.11    

38. By August 14, 2019, over $9,600.00 had been deposited into the NFCU 

account by Butler. The checks were from consumers across North America. Over 

$4,000.00 was withdrawn in Jamaica at an ATM.  

39. From August 15 to September 14, 2019, Butler deposited $26,450.29 into 

the NFCU account. The checks were from consumers across North America. Over 

$28,000.00 was withdrawn from the account through ACH transfers to third parties 

and ATM withdrawals in Jamaica.    

40. On or about Wednesday, September 18, 2019, an attorney and two 

investigators from the State made contact with Butler. When they arrived, Butler 

                                                            
11 See the Affidavit of Shamikah Johnson, Investigator, Office of the Arkansas Attorney General, 

which is attached as Exhibit A. 
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was mailing12 a money order to “St. Calverton.” She claimed the funds were being 

sent for a debt owed by her late husband. It was ultimately discovered that the funds 

were actually being mailed to an address in Maryland in furtherance of the prize-

promotion scheme.13   

41. During the meeting, Butler provided certain information and documents 

detailing the prize-promotion scheme. Butler stated: 

a. A Las Vegas-based company doing business as Mega Millions serves as 

a “go-between for 500 different companies” and draws winners from 

credit card receipts and utility bills. The winners must pay their taxes 

upfront “like on game shows.”   

b. Previous and existing winners help prospective winners pay taxes. The 

winners are instructed to stay silent about their prize because of identity 

theft concerns.  

c. She is an existing winner and is currently helping others pay taxes.  

d. She does not benefit financially for helping but has been receiving 

checks from individuals and depositing the funds in her accounts for at 

least the last three (3) years.    

                                                            
12 Butler’s friend “David” picked up the money order for her and caused it to be delivered that day to 

the U.S. Postal Service. 

13 See the affidavit of Shamikah Johnson, Investigator, Office of the Arkansas Attorney General, 

which is attached as Exhibit A. 
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e. Her contact at Mega Millions uses the name “Ben” and he provides 

Butler with instructions via telephone call or text message on where to 

deposit or send funds. 

f. The telephone number “Ben” uses changes, but most recently he has 

been texting and calling from (740) 237-3986.14   

g. She believes the IRS accountant in Jamaica withdraws funds in cash. 

h. Before Citibank closed Butler’s account, the statements came to her 

electronically and she reviewed them.  

i. Butler called the consumers when she received a check to verify it was 

a good check.  

42. During Butler’s conversation with the State on September 18, 2019, 

Butler’s cell phone received a number of telephone calls and texts from “Ben.” Butler 

allowed the investigators to read and photograph the messages sent to and from her 

cell phone to “Ben.”  

43. On September 10, 2019, Butler questioned “Ben” about the accountant’s 

ATM withdrawals in Jamaica, asking “How can the [accountant] be using the ATM 

in Jamaica for the credit union account??? Tell him to stop. I have not notified them 

                                                            
14 The telephone number (740) 237-3986 is owned by TextNow, Inc., a company that provides 

subscribers, through a Voice over Internet Protocol software application, a free U.S. telephone 

number which can be used to make calls or send texts over Wi-Fi. This particular number was 

assigned to username “gloriagolder” with an email address gloriagolder@yahoo.com. At times 

relevant to this Complaint, the physical location of the IP addresses associated with the calls to 

Butler’s telephone number was in Jamaica. A table of calls between Butler and “Ben” from August 1, 

2019, through September 17, 2019, is attached as Exhibit F.       

mailto:gloriagolder@yahoo.com
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of travel.” Presumably, Butler was concerned that the NFCU account would be closed 

by the bank for fraud because she had not notified the bank that she was in Jamaica.15    

44. Butler asked “Ben” for an account number and he replied by sending 

Butler the name of an individual with routing and account numbers. Butler further 

inquired about why Ms. Garro kept calling her – she told him she was not answering 

the calls but told Ben that the calls were “getting annoying.”16 

45. In another series of texts, Butler advised  

“Ben” that her available balance in an account was negative $7.34 and advised him 

that “Citi” closed the account. “Ben” responded, “What are you saying to me [sic] I 

will call you soon”.17 

46. On or about September 16, 2019, Butler advised “Ben” that the available 

balance on one account was $2,303.35, after a $700.00 deposit. On September 17, 

2019, “Ben” instructed Butler to wire $800.00 to “Jefferson”.18   

47. A text exchange with “Ben” about “ST Calverton” revealed that Butler 

asked “Ben” for addresses to which to send two money orders. “Ben” responded with 

an address in Germantown, Maryland.19  

                                                            
15 See a photograph of the text messages, attached as Exhibit G.  

16 See a photograph of the text messages, attached as Exhibit H.  

17 See a photograph of the text messages, attached as Exhibit I.  

18 See a photograph of the text messages, attached as Exhibit J.  

19 See a photograph of the text messages, attached as Exhibit K.  
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48. On September 18, 2019, the investigators observed the Germantown, 

Maryland address on the stamped envelope which Butler claimed she was mailing 

“to pay her late husband’s debt.”      

49. When the investigators asked Butler if she had any checks from 

consumers that she had not yet deposited, she indicated that she did. Butler provided 

to the investigators a check from Donald Howes in the amount of $9,500.00, drawn 

on the Bank of Nova Scotia in Vankleek Hill, Ontario. The investigators asked to take 

possession of the check and Butler agreed.20  

50. On September 25, 2019, Butler again agreed to provide the Attorney 

General’s Office with three (3) checks she had received from consumers as part of the 

prize-promotion scheme.  

51. Butler provided the investigators with two (2) additional checks from 

Mr. Howes in Ontario: Check Number 753 was written in the amount of $9,500.00 

and Check Number 755 was written for $6,000.00. A cashier’s check drawn on Fifth 

Third Bank in Lexington, Kentucky and dated September 4, 2019, written for $4,500, 

was also included, yet Butler stated she had already deposited the check using the 

mobile deposit feature on online banking.21     

52. Though Butler claimed to the investigators that she was not benefiting 

financially from the prize-promotion scheme, in September 2019, Butler received an 

                                                            
20 A copy of Check Number 754 is attached as Exhibit L.  

21 Copies of Check Number 753, Check Number 755, and the Fifth Third Bank cashier’s check are 

attached as Exhibit M.  
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anonymous package with at least $5,000.00 in U.S. Currency hidden in a magazine. 

Upon information and belief, the $5,000.00 in cash served as payment to Butler for 

her role in the prize-promotion scheme. Butler has told multiple stories about the 

source of the funds, including that the money was proceeds from the sale of a car and 

that the money was from the sale of antique furniture.     

VI. VIOLATIONS OF LAW 

53. The ADTPA sets forth the State’s statutory program prohibiting 

deceptive and unconscionable trade practices.22 

54. The business practices of Defendant constitute the sale of “goods” or 

“services.”23 The same business practices constitute business, commerce, or trade.24 

55. It is unlawful to “knowingly make a false representation as to the 

characteristics, ingredients, uses, benefits, alterations, source, approval, or 

certification of goods or services....”25 Defendant has engaged in prohibited conduct 

by knowingly acting in concert with other operators of the scheme to facilitate and 

carry out the scheme in misrepresenting: 

a. That consumers have won a substantial cash prize; and 

b. That consumers must pay taxes or other such fees to Defendant in 

advance of receiving a substantial cash prize.  

                                                            
22 Ark. Code Ann. §§ 4-88-101, et seq. 

 
23 Ark. Code Ann. § 4-88-102(4) and (7). 

 
24 Ark. Code Ann. § 4-88-107. 

 
25 Ark. Code Ann. § 4-88-107(a)(1). 
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56. The law prohibits the use of “concealment, suppression, or omission of 

any material fact with the intent that others rely upon the concealment, suppression, 

or omission” while selling any goods or services.26 Defendant has engaged in 

prohibited conduct by knowingly acting in concert with other operators of the scheme 

to facilitate and carry out the scheme in: 

a. Concealing, suppressing, or omitting that consumers’ funds were 

deposited into financial accounts solely controlled by Defendant. 

57. It is a violation to engage in unconscionable, false, or deceptive acts or 

practices in business, commerce, or trade.27  Defendant has engaged in prohibited 

conduct by knowingly acting in concert with other operators of the scheme to facilitate 

and carry out the scheme in: 

a.  Making representations to consumers that had the tendency or capacity 

to mislead or deceive and tended to create a false impression in 

connection with a prize-promotion scheme.  

PRAYER FOR RELIEF 

58. The Attorney General may bring a civil action to seek to prevent persons 

from engaging in the use or employment of prohibited practices.28   

59. Likewise, the Attorney General may bring a civil action to seek to 

restore to any purchaser who has suffered any ascertainable loss by reason of the use 

                                                            
26 Ark. Code Ann. § 4-88-108(2). 

 
27 Ark. Code Ann. § 4-88-107(a)(10). 

 
28 Ark. Code Ann. § 4-88-113(a)(1). 
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or employment of the prohibited practices any moneys or real or personal property 

which may have been acquired by means of any practices declared to be unlawful, 

together with other damages sustained.29   

60. The Attorney General may seek an injunction prohibiting any person 

from engaging in any deceptive or unlawful practice.30   

61. Any person who violates the provisions of the ADTPA may be assessed 

a civil penalty of up to $10,000 per violation.31 

62. In addition, any person who violates the provisions of the ADTPA shall 

be liable to the Office of the Attorney General for all costs and fees, including but not 

limited to, expert witness fees and attorney’s fees, incurred by the Office of the 

Attorney General in the prosecution of such actions.32 

63. A “person” is an individual, organization, group, association, 

partnership, corporation, or any combination thereof.33     

64. Defendant is a “person” who has engaged in an unconscionable, false, or 

deceptive act or practice in business, commerce, or trade.  

65. The State will exercise its right to a trial by jury. 

  

                                                            
29 Ark. Code Ann. § 4-88-113(a)(2)(A). 

 
30 Ark. Code Ann. §§ 4-88-104 and 4-88-113(a)(1). 

 
31 Ark. Code Ann. § 4-88-113(a)(3). 

 
32 Ark. Code Ann. § 4-88-113(e). 

 
33 Ark. Code Ann. § 4-88-102(5). 
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 WHEREFORE, the above premises considered, the State of Arkansas, ex rel. 

Leslie Rutledge, Attorney General, respectfully requests that this Court:  

a. Issue such orders, pursuant to Ark. Code Ann. §§ 4-88-104 and 4-88-

113(a)(1), as may be necessary to prevent the use or employment by the 

Defendant of the practices described herein which are violations of the 

ADTPA, to compel the Defendant to cooperate in any law enforcement 

investigation involving the practices described herein, and to preserve 

the possibility of effective final relief, including but not limited to, 

temporary and preliminary injunctions, an order freezing assets, 

immediate access to accounts, appointment of a receiver, and an 

accounting; 

b. Issue an order, pursuant to Ark. Code Ann. § 4-88-113(a)(2)(A), 

requiring Defendant to pay consumer restitution to those consumers 

affected by the activities outlined herein; in addition, or in the 

alternative, enter an order requiring Defendant to remit to affected 

consumers all sums obtained from consumers by methods prohibited by 

Arkansas law; 

c. Impose civil penalties pursuant to Ark. Code Ann. § 4-88-113(b), to be 

paid to the State by the Defendant in the amount of $10,000.00 per each 

violation of the ADTPA proved at a trial of this matter, the full amount 

of which will exceed the amount necessary to establish federal diversity 

jurisdiction. 



Page 19 of 19 

 

d. Issue an order, pursuant to Ark. Code Ann. § 4-88-113(e), requiring 

Defendant to pay the State’s costs in this investigation and litigation, 

including, but not limited to, attorneys’ fees and costs; and 

e. For all other just and proper relief to which the State may be entitled.     

 Respectfully submitted,  

 LESLIE RUTLEDGE 

 ATTORNEY GENERAL 

 

 

  By:______________________________________  

 David McCoy, Ark. Bar No. 2006100 

 Assistant Attorney General 

 Arkansas Attorney General’s Office 

323 Center Street, Suite 200 

Little Rock, AR 72201 

 (501) 682-2007 

 David.McCoy@ArkansasAG.gov 

     

 

 

  By:______________________________________  

 Shannon Halijan, Ark. Bar No. 2005136 

 Assistant Attorney General 

 Arkansas Attorney General’s Office 

323 Center Street, Suite 200 

Little Rock, AR 72201 

 (501) 683-1509 

 Shannon.Halijan@ArkansasAG.gov 

 

 



jessica.looper
Rectangular Exhibit Stamp











jessica.looper
Rectangular Exhibit Stamp



































































jessica.looper
Rectangular Exhibit Stamp









jessica.looper
Rectangular Exhibit Stamp







































jessica.looper
Rectangular Exhibit Stamp

























jessica.looper
Rectangular Exhibit Stamp















jessica.looper
Rectangular Exhibit Stamp



jessica.looper
Rectangular Exhibit Stamp



jessica.looper
Rectangular Exhibit Stamp



jessica.looper
Rectangular Exhibit Stamp



jessica.looper
Rectangular Exhibit Stamp





jessica.looper
Rectangular Exhibit Stamp



jessica.looper
Rectangular Exhibit Stamp






